Rayat Shikshan Sanstha’s
Rajarshi Chhatrapatl Shahu College,

puter Science

R i
Chiy -
RS




-

Wednesday, 26" January 2022
Happy Day!
Editors ,
Miss. Zeba J.Shaikh. Special Thanks To

(Head of Computer Science Department). _ Major. Prof. Dr. R. S. Dubal

(I/C Principal, R.C.Shahu College,
Kolhapur)

Miss. Prasangi P. Salokhe.
(Assistant Professor in C

Miss. Namrata S.
(Assistant Professor

Shahu.College)




Index

*.
No. Name of the Topic Name of the Student Page No.
Al 748,
1. Artificial mkar Netaji Mohite A
Intelligence RUSE i~
- 4 Web n Dmkar Netajj 3
¥ - ‘ . p -
3. Prasanna Shashika
4. Ro Susha




Artificial Intelligence
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Web Design

Web design encompasses man different skills and disciplines in the
production and maintenance of websites. The different areas of web
design include web graphic design; user interface design (Ul design);
authoring, including standardised code and proprietary software; user
experience design (UX design): and-search engine optimization. Often
uals will work in tani coYering different aspects of the
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CYBER SECURITY

What is cyber security:-
Cyber security consists of technologies,process & controls designed to protect

systems,networks,programs,devices & data from cyber attack.

It aims to reduce the risk of cyber attacks and pmtocts against the unauthorised exploitation of

systems,networks & technologles. ' .

ollowing types of cyber

. Malware is
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*Disrupt individual parts, making




L 2. Emotet :

|

geographic locations ;

The Cybersecurity and Infrastructure Security Agency (CISA) describes Emotet as “an advanced,

modular banking Trojan that primarily functions as a downloader or dropper of other banking Trojans.
Emotet continues to be among the most costly and destructive malware.”

3. Denial of Service : &

A denial of service (DoS) is a type of cyber attack that floods acomputer or network so it can’t respond
to requests.

A distributed DoS (DDoS) doas thcanme thing, but the attack originates from a computer network.
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Phisl!ing attacks_ use fak.e communication, such as an email, to trick the receiver into opening it and
carrying out t.he mstructlons_. inside, such as providing a credit card number. “The goal is to steal sensitive
data like credit card and login information or to install malware on the victim’s machine,” Cisco reports.

L 5. Phishing :

6. SQL Injection : &
A Structured Query Language (SQL) injection is a type of cyber attack that results from
inserting malicious code into.aserver that uses SQL. When infected, the server releases
information. Submitting the malicious code can be as simple as entering it into a
vulnerable website search bo '
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‘ E s;f:;:jg:}:lt: :: cutrrentlyr onf_z _of the fastest growing and most in-demand industries
than-average gro w!'{th gn Opportunities. There are several reasons for this quicker-
fact that cyber attackscar::? nearly. every type of cyber security career. This includes the
g Increasing at an unprecedented rate, and the malicious actors
o ese infiltrations are continuously coming up with new attack strategies.

en, all that stands between an organization and a full-scale, damaging data breach

are mterrfal cyber security professionals and the tactics they put in place for protection.
Beyond just guarding against unauthorized access, these cyber security professionals
are also responsible for maintaining continuous uptime of the organization's most crucial
IT assets while supporting these platforms’ top-notch performance for end users.
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Robotics
Robotics is the intersection of scien
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